
 

 

 

Terms of Service 
 
Mission Statement 
 
Abbeville Area Medical Center maintains compliance with the Payment Card Industry Data 
Security Standard (PCI DSS). The purpose of the Merchant Credit Card Policy is to protect our 
customers’ credit card data and personal information shared for the sole purpose of settling 
amounts owed to the facility. Any information obtained will be used only for the purpose of 
processing credit card transactions and will not be retained. 
 
Background  
PCI DSS was established by the credit card industry in response to an increase in identity theft 
and credit card fraud. Every merchant who handles credit card data is responsible for 
safeguarding that information and can be held liable for security compromises. 
 
How Do We Secure Your Personal Information 
Here are some examples of security measures we use to protect your personal information:  
 
Encryption technology, called Secure Sockets Layer (SSL), helps to protect personal information 
in certain areas of our websites during transport across the Internet. The presence of SSL 
encryption may be indicated by https in the browser URL or the image of a closed lock or solid 
key in the browser window. These indications may not be present in mobile services that use 
SSL. 
 
For payment card information, we use secured networks 
 
We recognize the importance of maintaining the security of our customers’ personal 
information. We use reasonable security measures, including physical, administrative, and 
technical safeguards to protect your personal information. 
 
AAMC may request a pre-authorization for transactions with a credit or debit card. This pre-
authorization will not be billed to you; however, your card issuer may hold this amount for a 
short period. Your card issuer determines the length of time the pre-authorization is held. We 
do this to ensure that the card details are still valid and that you have sufficient funds to 
complete the transaction. 
 
How Do We Share Your Personal Information 
We will not sell or rent your personal information. We will only use the information provided to 
settle your account. We do not retain any data. We may also use your personal information to 
support fraud prevention, or legal functions. 


